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 Pact for Sustainable
Cybersecurity

A new initiative of

w w w . i s m s f o r u m . e s



w w w . i s m s f o r u m . e sC A P Í T U L O

To be transparent in our actions and decisions related to 
sustainability, communicating in a clear and accesible way 
our policies, practices and performance. To be accountable 
to our stakeholders, encouraging participation and open 
dialogue.

Assuming the commitment to establish a solid sustainability 
governance at all levels of the organization.

Promoting responsible leadership that integrates social, 
environmental and economic aspects into strategic and 
operational decisions.

The founding members and adhering entities are committed to promoting the transition to a circular 
economy. Sustainable Cybersecurity circular economy through the following actions:

Incorporate a circular vision of resource use and waste generation, 
making a more efficient use of resources, minimizing those that 
are consumed and reincorporating into the production process 
those elements that can be used from waste. 

Implement measures to reduce energy consumption in the 
systems and equipment used in the company. This may include 
adopting energy-efficient technologies and optimizing IT 
infrastructure. Be more energy efficient, reuse waste energy, 
such as heat, and using more renewable energy sources, with a 
view to becoming carbon neutral by 2030. 
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w w w . i s m s f o r u m . e s C A P Í T U L O

Participate in collaborative and outreach initiatives in 
the area of cybersecurity and sustainability. This may 
include collaboration with other companies, participation 
in working groups or dissemination of research and best 
practices.

Adopt responsible practices to manage e-waste generated 
by products and services. This involves promoting the 
proper recycling of electronic equipment, collaborating 
with organizations that specialize in e-waste recycling, and 
minimizing the generation of waste by extending the useful 
life of devices by extending the useful life of devices.

Work in collaboration with suppliers and supply chain partners 
to promote sustainable practices.

This involves evaluating and selecting suppliers committed 
to sustainability, and promoting transparency and 
communication about expected sustainable standards.

Actively participate in the definition of sustainable standards and 
regulations in the field of cybersecurity, thus contributing to the 
creation of a secure and sustainable environment in the digital 
world.

MANAGEMENT 
RESPONSIBLE 
MANAGEMENT 

ELECTRONIC 
WASTE

COLLABORATION 
AND DISCLOSURE

SUSTAINABILITY 
STANDARDS

COLLABORATION 
IN THE SUPPLY 

CHAIN



Copyright: All rights reserved.  You may download, store, use or print this ISMS Forum Pact for Sustainable 
Cybersecurity attendig to the following conditions: (a) the guide may not be used for commercial 
purposes; (b) under no circumstances may the guide be modified or altered in any part; (c) the guide 
may not be published without consent; and (d) the copyright may not be removed from the guide.

SEPTEMBER 2023

4


