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The seal must be used with integrity and must not be altered, 
modified or redesigned in any way. Any unauthorized or 
improper use of the seal is strictly prohibited and may 

result in revocation of usage rights.

The Cybersecurity Sustainability Compact Adherence seal 
may only be used by companies and entities that are founding 
members or have officially adhered to the compact. Its use 
is restricted to those organizations that have demonstrated 
their commitment to the sustainability and cybersecurity 
principles set forth in the compact.

This document establishes the guidelines for the use of the Seal or Mark of Adherence to the Pact for Sustainable 
Cybersecurity. 

The seal represents recognition of and commitment to the principles and actions outlined in the pact. 

The following are guidelines for the appropriate use of the seal:
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The seal should be placed on the company’s communication 
materials, advertising and digital channels. It is recommended 
to use it in a visible places, such as the company’s official 
website, printed material, sustainability reports and related 
publications.

ADEQUATE 
POSITIONING
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Companies using the seal must maintain their commitment 
to the principles of the compact and remain active 
members. Ensure that the seal is used legitimately and 

represents the company’s current commitment.

When using the seal, an active link to the full text of the 
Cybersecurity Sustainability Compact should be provided. This 
ensures that customers and other stakeholders can access 
the principles and commitments of the compact.

The seal will be withdrawn in the case that the company does 
not comply with the principles and actions of the Cybersecurity 
Sustainability Pact or if an express manifestation or evidence 
against the principles of the pact is presented. The decision to 
withdraw the seal will be made by the entity responsible for the 
Cybersecurity Sustainability Pact after a thorough review and  in 
consultation with the company involved. The withdrawal of the 
seal will be officially communicated and must be immediately 
effected by the company on all materials and platforms where 

it is present.

By using the seal, the company commits to be accountable 
to its stakeholders for its actions and progress in terms of 
sustainability and cybersecurity. That is; the company commits 
to follow up on the awareness campaigns shared from the 
organization and in which it has participated, in order to assess 
their impact and scope in promoting sustainable cybersecurity.
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The company is committed to following these guidelines and complying with the principles and actions 
set out in the Cybersecurity Sustainability Compact. The use of the seal represents a commitment 
to a sustainable and secure future in the field of cybersecurity, and it is expected to inspire other 
organizations to join this initiative.
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